Privacy Policy Data (hereinafter referred to as "Policy") governs the procedure of collecting, processing and using of information that may contain Personal Data to use Mobile application ABBC wallet.

Definitions

"ABBC Payment Services Provider" (hereinafter referred to as "the Company") — is a legal entity registered in accordance with the laws of UAE, which owns all rights to the Mobile application ABBC wallet. "User" — means the individual/legal entity that owns, or which on behalf of another person uses the mobile device on which the Mobile application ABBC wallet is installed. "Mobile application ABBC wallet" (hereinafter referred to as Wallet) — is a mobile application that is installed on a user’s mobile device, the functional purpose of which is aimed at storing, sending and receiving cryptocurrency/tokens. "User’s Mobile device" — is the user device on which the Wallet is installed. "Cryptocurrency/Tokens" (hereinafter — Cryptocurrency) — the digital units of measurement that are stored, shipped, received on the user’s Wallet. "Technical Support" — is technical support, which is available to Users by sending a request/mail to e-mail support@abbcpayment.com.

General terms

1. This Policy is public and available for review to all wallet users. The User automatically agrees to the terms of this Policy in case of downloading the Wallet to one’s mobile device. In the event that the User does not fully or partially agree to the terms of this Policy, the User has no right to use the Wallet.
2. The Collected Information, which may contain information constituting Personal Data, is the information that is necessary for the full and functional use of the Wallet. Such information is the user’s electronic mail and mobile phone number. This listing information is unlimited and may be changed in accordance with the Company's requirements and the requirements of international law.
3. The Company reserves the right to change any terms of this Policy at any time without prior notice and prior consent of the Users. All changes to this Policy will be publicly available in the same manner as this Policy. In case of making changes to this Policy, Users automatically agree with them. In the case of disagreeing with changes to this Policy, the User has no right to use the Wallet. In case of any questions about informational content of this Policy and/or changes to it, the User may request technical support for an explanation.
4. The Collected Information, which may contain information constituting Personal Data, is required solely for the identification of the User. The authenticity of the provided information will be checked by sending an SMS message on the provided mobile phone number or by electronic mail to the User's e-mail.
5. The user may at any time independently change and/or delete the information provided for identification. In case of difficulties with the change of this information, the User may request technical support.
6. The Collected Information, which may contain information constituting Personal Data, will be stored on our servers in accordance with clause 8 of these Rules. Information may be changed or deleted by the User independently in the Wallet Settings. If the Wallet is deleted, personal data will not be automatically deleted. You must first delete them in the Wallet settings. When deleting data from the wallet, the data will be automatically deleted from our server.
7. The Company collects, stores and processes information that may contain Personal Data of the users on its own servers in different jurisdictions where located facilities of the Company and/or providers of service for us.

8. By providing information about itself that contains Personal Data, the User automatically agrees to such transfer, storage and processing.

9. Company will take all steps reasonably necessary to ensure that Users Personal Data is treated securely and in accordance with this Policy. Company protect Users Personal Data under internationally acknowledged standards, using physical, technical, and administrative security measures to reduce the risks of loss, misuse, unauthorized access, disclosure, and alteration. Some of the safeguards Company use are firewalls and data encryption, physical access controls to our data centers and information access authorization controls. The company also authorizes access to Personal Data only for those employees or contractors who require it to fulfill their job or service responsibilities. All of our physical, electronic, and procedural safeguards are designed to comply with applicable laws and regulations. Third parties may be located in other countries where the laws on processing of Personal Data may be less stringent than in Users country. From time to time, the Personal Data may be also stored in other locations, and in such cases, Company will ensure that the Personal Data will be stored and processed with the reasonable level of care and security.

10. The Company will not, in any way, distribute or otherwise provide the Personal Data of User to third parties, except when such provision is required by applicable international law. Company will not sell or rent Users Personal Data and/or customer lists to third parties without your explicit consent.

11. Company services may, from time to time, contain links to and from the websites of Company’s partner networks, advertisers, and affiliates (including, but not limited to, websites on which the Website is advertised). If User follows a link to any of these websites, please note that these websites and any services that may be accessible through them have their own privacy policies and that Company does not accept any responsibility or liability for these policies or for any Personal Data that maybe collected through these websites or services, such as contact and location data. Please check these policies before User submits any personal data to these websites or use these services.

12. The company use relevant electronic and procedural safeguards to protect the privacy of the information Users provide to us from loss, misuse, disclosure, alteration and destruction. Please note that transmission of data or information (including communications by e-mail) over the Internet or other publicly accessible networks is not one hundred percent secure. Please note that Company is not liable for the security of any data Users are transmitting over the Internet or third-party content.

13. Users have a right to access to Users Personal Data and to require the correction, updating or deletion of incorrect or/and inaccurate data by contacting us at support@abbcpayment.com.

14. Company shall delete Users respective Personal Data from any sources within 24 hours from the moment Company receive such request from Users. At that, the Company reserves its right to suspend the provision of any services to You referring to ABBC product.
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